
The Internet 
provides a 
variety of ways 
to communicate 
online.

CONNECTING AND COMMUNICATING 
ONLINE: The Internet, Websites, and Media 2

“I use the Internet and web to shop for bargains, browse Google for all sorts of 
information, manage my fantasy sports teams, download music, check email on my 
phone, and so much more! What more could I gain from using the Internet?”

While you may be familiar with some of the content in this chapter, do you know  
how to . . .

In this chapter, you will discover how to perform these tasks along with much more information essential to this course. 
For additional content available that accompanies this chapter, visit the free resources and premium content. Refer to 
the Preface and the Intro chapter for information about how to access these and other additional instructor-assigned 
support materials.

Source: © scyther5 / Shutterstock.com; © Kristina Postnikova / Shutterstock.com; Source: Pinterest;  
© Pablo Eder / Shutterstock.com; © iStockPhoto / pixelfit; © DeiMosz / Shutterstock.com
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56 Chapter 2 Connecting and Communicating Online

After completing this chapter, you will be able to: 
1 Discuss the evolution of the Internet

2 Briefly describe various broadband Internet connections

3 Describe the purpose of an IP address and its relationship to a domain name

4 Describe features of browsers and identify the components of a web address

5 Describe ways to compose effective search text

6 Explain benefits and risks of using online social networks

7 Describe uses of various types of websites: search engines; online social networks; informational and 
research; media sharing; bookmarking; news, weather, sports, and other mass media; educational; 
business, governmental, and organizational; blogs; wikis and collaboration; health and fitness; science; 
entertainment; banking and finance; travel and tourism; mapping; retail and auctions; careers and 
employment; e-commerce; portals; content aggregation; and website creation and management

8 Explain how the web uses graphics, animation, audio, video, and virtual reality

9 Explain how email, email lists, Internet messaging, chat rooms, online discussions, VoIP, and FTP work

10 Identify the rules of netiquette

The Internet

Internet

Evolution of the Internet

ARPANET

host

© scyther5 / Shutterstock.com.

Objectives
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access information

send or post
messages

videoconference
or video call

Figure 2-1 People around the world use the Internet in daily activities, such as accessing information, sending or posting messages,  
and conversing with others from their computers and mobile devices.
Source: Library of Congress; © artjazz / Shutterstock; © iStockphoto / Chesky_W; © iStockPhoto / pictafolio; © iStockphoto / Blend_Images; © Andrey_Popov / Shutterstock;  
© Bloomua / Shutterstock
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Discover More:

CONSIDER THIS

Who owns the Internet?
No single person, company, institution, or government agency owns the Internet. Each organization on the 
Internet is responsible only for maintaining its own network.

The World Wide Web Consortium (W3C ), however, oversees research and sets standards and guidelines for many 
areas of the Internet. The mission of the W3C is to ensure the continued growth of the web. Nearly 400 organizations 
from around the world are members of the W3C, advising, defining standards, and addressing other issues. 

Internet Research
Which organizations are 
members of the World Wide 
Web Consortium?

Search for: w3c members

Connecting to the Internet

wireless modem, 

dongle

broadband

Internet

modem wireless modem

cable connects
modem to computer wireless modem

inserted in
computer’s USB port

nnnecn ts
omputputer

mwireless modem

emwireless modem

Figure 2-2 Using a modem is one way to connect computers and mobile devices to the Internet.
Courtesy of Zoom Telephonics Inc; © Oleksiy Mark / Shutterstock.com; Source: Microsoft; © Kristina Postnikova / Shutterstock.com; Kristina Postnikova / 
Shutterstock.com; © Cengage Learning; © DR / Fotolia
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Table 2-1 Popular Broadband Internet Service Technologies
Technology Description

W
ir

ed

Cable Internet service Provides high-speed Internet access through the cable television network via a cable modem

DSL (digital subscriber line) Provides high-speed Internet connections through the telephone network via a DSL modem

Fiber to the Premises (FTTP) Uses fiber-optic cable to provide high-speed Internet access via a modem

W
ir

el
es

s

Wi-Fi (wireless fidelity) Uses radio signals to provide high-speed Internet connections to computers and devices with  
built-in Wi-Fi capability or a communications device that enables Wi-Fi connectivity

Mobile broadband Offers high-speed Internet connections over the cellular radio network to computers and devices 
with built-in compatible technology (such as 3G, 4G, or 5G) or a wireless modem or other 
communications device

Fixed wireless Provides high-speed Internet connections using a dish-shaped antenna on a building, such as a 
house or business, to communicate with a tower location via radio signals

Satellite Internet service Provides high-speed Internet connections via satellite to a satellite dish that communicates with  
a satellite modem

© Cengage Learning

hot spot 

SECURE IT 2-1

Using Public Wi-Fi Hot Spots Safely
Connecting wirelessly to a public hot spot at 
your local coffee shop or at the airport can 
be convenient and practical. Using this free 
service can be risky, however, because cyber-
criminals may lurk in public Wi-Fi hot spots, 
hoping to gain access to confidential infor-
mation on your computer or mobile device. 
Follow these guidelines for a safer browsing 
experience:

Avoid typing passwords and  financial 
information. Identity thieves are on 
the lookout for people who sign in to 
accounts, enter their credit card account 
numbers in shopping websites, or conduct 
online banking transactions. If you must 
type this personal information, be certain 
the website’s web address begins with 
“https,” signifying a secure connection. 
If the website’s web address changes to 
“http,” indicating an unsecure  connection, 

sign out to end your Internet session 
 immediately.

Sign out of websites. When finished 
using an account, sign out of it and close 
the window.

Disable your wireless connection. If 
you have finished working online but still 
need to use the computer, disconnect from 
the wireless connection.

Do not leave your computer or 
 mobile device unattended. It may seem 
obvious, but always stay with your com-
puter or mobile device. Turning your back 
to talk with a friend or to refill your coffee 
gives thieves a few seconds to steal sensi-
tive information that may be displayed on 
the screen.

Beware of over-the-shoulder 
snoopers. The person sitting behind 
you may be watching or using a camera 

phone to record your keystrokes, read 
your email messages and online social 
network posts, and view your photos 
and videos.

 Consider This: How will you apply 
these precautions the next time you use a 
public Wi-Fi hot spot? Should businesses post 
signs alerting customers about Wi-Fi security 
issues?
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Tethering

Internet

mobile hot spot
range

tethered
smartphone as a
mobile hot spot

mobile
broadband

Internet
service

communications
device as a mobile

hot spot

mo
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Figure 2-3 You can create a mobile hot spot using a communications device or by tethering a smartphone.
Courtesy of Verizon Wireless; © figarro / Can Stock Photo; © iStockphoto / Dane Wirtzfeld; © amfoto / Shutterstock.com; © Alex Staroseltsev / Shutterstock.com; 
Source: Microsoft; © Cengage Learning

Internet Research
What is a MiFi device?

Search for: mifi

CONSIDER THIS

Does everyone use broadband Internet?

No. Some home users connect computers and devices to the Internet via slower-speed dial-up access because 
of its lower cost or because broadband access is not available where they live. Dial-up access takes place 
when a modem in a computer connects to the Internet via a standard telephone line that transmits data and 
 information using an analog (continuous wave pattern) signal. 
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Internet Service Providers
Internet service provider ISP

Bandwidth

megabyte MB gigabyte GB

 

Table 2-2 Data Usage Examples

Activity Quantity
Approximate 
Data Usage

Send and receive email messages (with no attachments) 100 messages 3–6 MB

Post on online social networks (text only) 100 posts 25–50 MB

Upload or download photos 50 photos 50 MB

Send and receive email messages (with attachments) 100 messages 0.75–1 GB

Visit webpages 200 visits 1 GB

Talk with others using VoIP (without video) 1 hour 1.25 GB

Listen to streaming music 1 hour 1–2 GB

Play online games 1 hour 1.75 GB

Watch smaller, standard-quality streaming video 1 hour 2–5 GB

Download apps, games, music, e-books 25 downloads 3 GB

Talk with others using VoIP (with video) 1 hour 5–7.5 GB

Watch HD streaming video 1 hour 5–20 GB
© Cengage Learning

CONSIDER THIS

Does the term data have multiple meanings?

In the technology field, as discussed in Chapter 1, data can refer to unprocessed items that computers often 
process into information. Data also refers to the content that is stored on media or transmitted over a network. For 
example, when you select a data plan for your smartphone, the mobile service provider typically limits the amount 
of data (number of bytes) you can transfer each month depending on the plan you selected.

BTW
Byte
A byte is the basic 
storage unit on a 
computer or mobile 
device and represents a 
single character.

mobile service provider

Discover More:

Internet Research
Can I check the speed of 
my Internet connection?

Search for: internet speed 
test
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Figure 2-4 This figure shows how a home user’s request for eBay’s webpage might travel the Internet using cable Internet service.
© romakoma / Shutterstock.com; © Pablo Eder / Shutterstock.com; © dotshock / Shutterstock.com; © TonyV3112 / Shutterstock.com; © iStockPhoto / loops7; © iStockphoto / luismmolina; 
Source: eBay

Step 1
You send a request to
the Internet. For
example, you enter
the web address
of a webpage
you want to visit
in the address bar
of your browser.

Step 2
A cable modem 
transfers the 
computer’s digital 
signals to the
cable television
line in your house.

Step 3
Your request (digital signals) 
travels through cable television 
lines to a central cable system, 
which is shared by up to 500 
homes in a neighborhood.

Step 4
The central cable
system sends your request
over high-speed fiber-optic 
lines to the cable operator,
who often also is the ISP.

Step 5
The ISP routes your request through the 
Internet backbone to the destination server 
(in this example, the server that contains 
the requested webpage).

How a Home User’s Request for a Webpage Might Travel the Internet Using Cable Internet Service

Step 6
The server retrieves the requested 
webpage and sends it back through 
the Internet backbone to your computer.

p 6
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How Data Travels the Internet

traffic
Internet backbone

IP Addresses and Domain Names

IP address
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domain name

top-level domain TLD

ICANN

ccTLD

Figure 2-5 The IPv4 
and IPv6 addresses, 
along with the domain 
name for Google’s 
website.
© Cengage Learning

2001:4860:4860::8844

IPv4 address

IPv6 address 

Domain name

74.125.224.72

google.com

top-level domain

Table 2-3 Original TLDs

TLD Intended Purpose

.com Commercial organizations, businesses,  
and companies

.edu Educational institutions

.gov Government agencies

.mil Military organizations

.net Network providers or commercial companies

.org Nonprofit organizations

BTW
High-Tech Talk
Discover More: Visit this 
chapter’s free resources 
to learn more about the 
IPv4 and IPv6 addressing 
schemes.

Register a Domain Name
Individuals and companies register domain 
names so that people can find their websites 
easily using a browser. You register a domain 
name through a registrar, which is an organi-
zation that sells and manages domain names. 
When creating a website to post online, regis-
ter a domain name that is easy to remember 
so that visitors can navigate to your website 
quickly. The following steps describe how to 
register a domain name.

1. Run a browser.

2. Use a search engine to locate a domain 
name  registrar and then navigate to the 

website. You may want to evaluate several 
domain name registrars before deciding 
which one to use. Domain name registrars 
often offer various pricing models for 
 registering domain names.

3. Perform a search on the domain name 
registrar’s website for the domain name 
you wish to register. If the domain name 
is not available or costs too much, con-
tinue searching for a domain name that 
is available and within your price range, 
or explore various TLDs. For example, if 
the domain name you wish to register is 
not available or too expensive with the 

“.com” TLD, consider using another TLD 
such as “.net” or “.org.”

4. Follow the steps on the domain name 
 registrar’s website to select and complete 
the purchase and registration of the 
desired domain name.

 Consider This: What domain name 
based on your name would you register for 
your personal website? If your preferred 
domain name is not available, what are  
three alternative domain names you would 
consider?

HOW TO 2-1

Discover More:

© Cengage Learning
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domain name system DNS

DNS server

BTW
High-Tech Talk
Discover More: Visit this 
chapter’s free resources 
to learn more about DNS 
servers.

Figure 2-6 This figure shows how a user’s entered domain name (google.com) uses a DNS server to display a webpage  
(Google, in this case).
Apple Inc.; © Cengage Learning; © Cengage Learning; © Sashkin / Shutterstock.com; Source: Google Inc.

Step 2
The browser communicates with
a DNS server maintained by your
ISP or another provider. The DNS
server looks up the domain name
portion of the web address, finds
its associated IP address, and
then sends the IP address to
your computer or mobile device.

Step 3
The browser uses the IP address 
to contact the web server at the 
specified IP address to request the 
content of the desired webpage. 
The web server fulfills the user’s 
request by sending the desired 
content to the user’s browser, 
which formats the page for 
display on the screen.

web address contains
domain name

Step 1
Run the browser
and enter the
web address in
the browser’s
address bar.

How a Browser Displays a Requested Webpage
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ETHICS & ISSUES 2-1

Should Cybersquatters Be Prosecuted? 
You learn from a registrar that a domain 
name containing your company name is not 
available. When you enter the web address in 
a browser, a webpage appears that contains 
ads, false content, or a notice that the domain 
is available for purchase, likely by a cyber-
squatter. Cybersquatters purchase unused or 
lapsed domain names so that they can profit 
from selling them. Cybersquatters sometimes 
will sell you the domain name, but some take 
advantage of people  trying to reach a more 
popular website to promote their own busi-
ness or needs. One example is when a politi-
cian registered several domain names that 
included his  opponent’s names and redirected 
them to his own campaign website.

Website owners periodically must renew 
domain names. Cybersquatters look for 
out-of-date registrations and buy them so 
that the original website owner must buy 
them back. Cybersquatters often purchase 
domain names with common words, alternate 
spellings of trademarked terms, or celebrity 
names. With the constant increase of new 
TLDs, cybersquatting cases are on the rise. 
Experts recommend purchasing your domain 
name with as many TLDs as you can afford, 
as well as to register your own name and 
that of your children.

More than 15 years ago, lawmakers 
enacted the Anticybersquatting Consumer 
Protection Act (ACPA). The ACPA’s goal is 
to protect trademark owners from having 

to pay a cybersquatter for a domain name 
that includes their trademark. To win a 
case against a cybersquatter, the owners 
must prove that the cybersquatters acted 
in bad faith, meaning they tried knowingly 
to profit from purchasing a domain name 
with a trademarked term, or a common 
misspelling or nickname of a trademarked 
term. Critics say that the ACPA prohibits 
free speech and free market.

Consider This: Should  cybersquatting 
be illegal? Why or why not? Is it  ethical 
to profit from cybersquatting? Why 
or why not? How should companies 
 protect their brands when registering for 
domain names?
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The World Wide Web

World Wide Web WWW web
webpage

static webpage
dynamic webpage

website
web server

Web 2.0

Navigating the Web
browser

mobile browser

BTW
Technology Innovator
Discover More: Visit this 
chapter’s free resources 
to learn about Tim 
Berners-Lee (creator of 
the World Wide Web).

BTW
Web vs. Internet
Recall that the terms 
web and Internet 
should not be used 
interchangeably. The 
World Wide Web is a 
service of the Internet.

Figure 2-7 Many 
websites, such as the 
Centers for Disease 
Control and Prevention 
shown here, provide 
a mobile version that 
is designed specifically 
for display on a mobile 
browser.
Source: Centers for Disease Control 
and Prevention

multiple tabs open 
in browser window

website on  
mobile browser

website on  
desktop browser
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home page

tabbed browsing

Internet Research
How do I change my 
browser’s home page?

Search for: change browser 
home page

SECURE IT 2-2

Safe Browsing Techniques

Browsing the web is similar to crossing a 
busy street: you need to exercise caution 
and look carefully for unexpected traffic. 
Cybercriminals are on the lookout to prey 
upon unsuspecting users, so you should 
follow these guidelines when browsing:

Verify the website is safe. Type the 
website address of your email, banking, 
online social network, and other personal 
accounts directly in a browser; never 
visit these websites merely by tapping or 
clicking links found in email messages. 
Before you sign in, double-check the web 
address to verify it is correct. Most brows-
ers change the color of the address bar 
to verify the website is legitimate. Also, 
check that the web address begins with 
https instead of the less secure http, and 
look for a closed padlock symbol beside it.
Turn off location sharing. At times, you 
may want allow location sharing, which gives 
websites access to your current location. This 
feature is handy when you want to obtain 
current weather conditions or use a naviga-
tion app. This information could be misused 

by dishonest individuals, however, so it is 
recommended you turn off location sharing.
Clear your browsing history.  A copy of 
 every website you visit is stored in the browser’s 
cache (pronounced cash) folder. If you perform 
online banking or view your credit card 
transactions, the cache could contain personal 
information, such as passwords and account 
numbers. You can specify to clear cache 
 automatically each time you close a browser.
Never store passwords. Many browsers 
can store your passwords so that you do 
not need to type them each time you visit 
the same websites. Although you may 
consider this feature a convenience, keep 
in mind that anyone who accesses your 
computer can view these secure websites 
easily using your account information.
Use a phishing filter. Phishing is a scam in 
which a perpetrator attempts to obtain your 
personal and/or financial information. Many 
browsers include a phishing filter, which is 
a program that warns or blocks you from 
potentially fraudulent or suspicious websites.
Enable a pop-up or pop-under blocker. 
Malicious software creators can develop a 

pop-up ad or pop-under ad, which are  Internet 
advertisements that  suddenly appear in a 
new window on top of or behind a webpage 
displayed in a browser. A pop-up blocker is 
a filtering program that stops pop-up ads from 
displaying on webpages; similarly a pop-
under blocker stops pop-under ads. Many 
browsers include these blockers. You also can 
download them from the web at no cost.
Use private browsing. Prevent people 
using your computer or mobile device from 
seeing the websites you viewed or searches 
you conducted by using private browsing. 
The browser discards passwords, temporary 
Internet files, data entered into forms, and 
other information when you exit the browser.
Use a proxy server. To protect your 
online identity, use a proxy server, which 
is another computer that screens all your 
 incoming and outgoing messages. The 
proxy server will prevent your browsing 
history, passwords, user names, and other 
personal information from being revealed.

 Consider This: Which pop-ups have you 
encountered while browsing? What new tech-
niques will you use to browse the web safely?

Mini Feature 2-1: Browsers
Internet Research

Does the browser war have 
a winner?

Search for: browser wars
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Browsers
All browsers can retrieve and display webpages, but their 
features and ease of use vary. Many factors can affect the 
decision to choose the browser that best fits your needs.

Configuring Options

Users can customize some settings to improve their 
browsing experience, such as those listed below.

Favorites, also called bookmarks, are links to preferred 
websites. When you add a website to the list of favorites, 
you can visit that website simply by tapping or clicking its 
name in a list instead of typing its web address. Favorites 
can be organized into folders, alphabetized, and sorted by 
date or how frequently you view the websites.

Security features, such as filters and secure connections, 
help protect you from fraudulent and malicious websites 
that might attempt to steal your identity and personal 
information. These features also can block websites 
you do not want to be displayed and can instruct the 
browser to save passwords.

Privacy features help prevent thieves from accessing 
 information about your browsing history, such as web-
sites you have visited, data about your browsing session, 
and content you have seen on specific webpages.

Obtaining Browsers

A browser often is included in the operating system 
of a computer or mobile device. For example, many 
computer manufacturers include Edge or Internet 
Explorer when they install Windows and include Safari 
when they install Mac OS. Use a search engine to 
locate the browser you want to install, and visit its 
website to download the most recent version. Most 
browsers are available for download at no cost. Keep 
your browser up to date to prevent security holes. You 
can set your browser to perform updates automatically.

Making a Decision

Selecting the best browser for your needs involves some 
careful thought. You may decide to install several and then 
use each one for specific needs. Perform some research to 
compare browsers and then consider the following factors:

How old is your computer or mobile device? A newer 
browser may not work properly on older hardware.

How much memory is in your computer or mobile 
device? Some browsers work best with a lot of memory.

Which operating system are you using? Some brows-
ers are available for specific operating systems. For 
example, Internet Explorer and Edge are available 
only for Windows operating systems.

What do you want the browser to do? Some browsers 
are best suited for performing simple searches, while 
others excel when running websites containing media.

Specific Browsers

Chrome: Google’s Chrome was first released in 2008. 
This free browser is available for Windows and Mac OS 
and must be downloaded and installed. Chrome has 
independent tabbed browsing; if one tab develops a 
problem, the other tabs continue to function.

Firefox: Developed by the Mozilla Corporation for 
Windows, Mac OS, and Linux, Firefox is known for 
its extensive array of plug-ins (discussed later in the 
chapter). This free browser was first released in 2004 
and must be downloaded and installed. It has enhanced 
privacy and security features, a spelling checker, tabbed 
browsing, and a password manager.

Internet Explorer: Internet Explore is a free browser, 
available primarily for Microsoft Windows and comes pre-
installed. First released in 1995, features protection against 
it phishing and malware, and settings to delete informa-
tion about searches performed and webpages visited.

Edge: Edge is a Microsoft web browser included in the 
Windows 10 operating system. It is the default browser for 
Windows 10 on most devices, and is not compatible with 
prior versions of Windows. Features include integration 
with Cortana and OneDrive, along with annotation and 
reading tools.

Opera: This second-oldest browser is free, fast, and 
small. Used on both computers and mobile devices, 
Opera must be downloaded and installed. It began as 
a research project in Norway in 1994 and introduced 
several features found on most of today’s browsers.

Safari: Preinstalled on Apple computers and devices, 
Safari has been the default browser for Mac OS since 
2003 and is relatively new to Windows. The browser 
has built-in sharing with online social networks, fast 
performance, parental controls, and ease of use.

Mobile Browsers

Many browsers are included by default with some 
mobile devices and smartphones. Their features vary 
greatly. Some allow users to zoom and use keyboard 
shortcuts with most websites, while others display 
only websites optimized for mobile devices. The more 
popular mobile browsers are Chrome, Firefox, Internet 
Explorer, Edge, Safari, and Opera Mini.

Discover More: Visit this chapter’s free resources  
to learn more about filters and secure connections, 
shareware websites, research to compare browsers, 
and specific browsers.

 Consider This: Which browser or browsers have 
you used? Would you consider using another browser? 
Why or why not? When first invented, their only 
function was to browse the web. Can you recommend a 
more descriptive name for today’s browsers?

MINI FEATURE 2-1

Google Inc; Mozilla Foundation; 
Microsoft; Opera Software; Apple Inc

Chrome

Firefox

Internet Explorer

Safari

Opera

Edge

Internet Research
What is the Silk browser?

Search for: silk browser
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Web Addresses
web address URL

enter

CONSIDER THIS

Although you entered the web address correctly, your screen does not match Figure 2-8. Why?
Organizations may update or redesign their websites, which may cause your screens to look different from those 
shown in this book. 

Figure 2-8 After entering http://www.nps.gov/history/places.htm in the address bar and then pressing the ENTER key 
or tapping or clicking the Search, Go, or similar button in a browser, the U.S. Department of the Interior National Park 
Service home page is displayed.
Source: National Park Service U.S. Department of the Interior

webpage that is 
displayed after 
web address is 
entered

address bar

protocol  host name domain name path webpage name
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http

CONSIDER THIS

Do you need to type the protocol and host name in a web address?
Many browsers and websites do not require that you enter the http:// or the host name www in the web address. 
For example, you could enter nps.gov instead of http://www.nps.gov. As you begin typing a web address or if you 
enter an incorrect web address, browsers often display a list of similar addresses or related websites from which 
you can select. If, however, the host name is not www, you will need to type the host name as part of the web 
address. For example, the web address of schools.nyc.gov for the New York City schools website does not contain 
a www and thus requires entry of the entire web address.

web feed

Discover More:

Web Apps and Mobile Apps
web app

cloud storage

mobile app

Internet Research
How do I read web feeds?

Search for: rss reader

CONSIDER THIS

What are GPS receivers?
GPS (global positioning system) is a navigation system that consists of one or more earth-based receivers that 
accept and analyze signals sent by satellites in order to determine the receiver’s geographic location. A GPS 
receiver is a handheld, mountable, or embedded device that contains an antenna, a radio receiver, and a processor. 
Most smartphones include embedded GPS receivers so that users can determine their location, obtain directions, and 
locate points of interest. Read Ethics & Issues 2-2 to consider issues related to apps that track your location.

GPS receivers determine their location on Earth by analyzing at least 3 separate satellite signals from  
24 satellites in orbit.

 Discover More: Visit the High-Tech Talk in Chapter 1’s free resources to learn about how GPS receivers use 
triangulation.
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Discover More:

ETHICS & ISSUES 2-2

Should Apps Be Allowed to Track Your 
Location?
When you install an app on your  smartphone, 
you unintentionally may be allowing the app 
to send personal data. Apps can transmit 
your location, as well as the time you spend 
using the app. Apps also can collect personal 
information, including gender and birth year, 
if you access the app through an online 
social network profile. Although apps often 
present an option to review their security 
policies, some track user data without per-
mission, or require you to enable tracking 
before you can use the app. You may see the 
results of tracking in the ads you see when 
browsing the web or using an app. Other 

apps may track your location without your 
knowledge, such as apps that parents use to 
pinpoint a child’s whereabouts.

If you search for driving directions, coupons, 
or restaurant tips based on your current 
location or past activities, you might be using 
apps that openly use this type of tracking. For 
example, a check-in app posts your location 
to online social networks, and another app 
enables you to locate friends by tracking their 
Bluetooth signals. Even when you opt to share 
data, use of these types of apps is not without 
risk. When people use location-tracking apps, 
for instance, they run the risk of someone 
stalking or robbing them. One positive use 
of location-tracking apps is with emergency 

services. Lawmakers have struggled with 
whether law enforcement officials can use 
location-tracking without a user’s knowledge. 
The U.S. Supreme Court recently ruled that 
police must get a warrant before searching a 
user’s phone or reading text messages.

Consider This: Should app makers be able 
to require you to enable tracking or track 
your activity without your knowledge? Why 
or why not? Should the police be able to 
track GPS data without warrants? Why or 
why not? Would you use apps that post 
your location to your online social network 
profile or otherwise alert others of your 
whereabouts? Why or why not?

Internet Research
What are popular mobile 
apps?

Search for: top mobile 
apps

Figure 2-9 Web and mobile apps often work together, enabling you to access your content from a variety of 
computers and devices.
Courtesy of Microsoft Corporation

web app on Smart TV
web app on browser 
window

mobile app on tablet

mobile app on 
smartphone
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Types of Websites

Search Engines
search engine

search text

hits

NOW YOU SHOULD KNOW

Be sure you understand the material presented in the sections titled The Internet, Connecting to the Internet, and 
The World Wide Web, as it relates to the chapter objectives.
Now you should know… 

Why you interact with hosts and networks on the Internet (Objective 1)

Which broadband Internet service and ISP is best suited to your needs (Objective 2)

How a browser works with domain names and IP addresses when you enter a web address (Objectives 3 and 4)

Which browser(s) you would use and why (Objective 4)

Discover More: Visit this chapter’s premium content for practice quiz opportunities.

BTW
Technology Innovators
Discover More: Visit this 
chapter’s free resources 
to learn about Yahoo! 
and Google.

Internet Research
What is a natural language 
search engine?

Search for: natural language 
search

Internet Research
What is a search engine 
spider?

Search for: search engine 
spider
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Table 2-4 Search Engine Operators

Operator Description Examples Explanation

Space or + Display search results that include specific words. art + music  
art music

Results have both words, art and music, in any 
order,

OR Display search results that include only one word 
from a list.

dog OR puppy

dog OR puppy OR 
canine

Results have either the word, dog, or the word, 
puppy.

Results have the word, dog, or the word, puppy, or 
the word, canine.

( ) Combine search results that include specific words 
with those that include only one word from a list.

Kalamazoo Michigan 
(pizza OR subs)

Results include both words, Kalamazoo Michigan, 
and either the word, pizza, or the word, subs.

– Exclude a word from search results. automobile-
convertible

Results include the word, automobile, but do not 
include the word, convertible.

“” Search for an exact phrase in a certain order. “19th century 
literature”

Results include the exact phrase, 19th century 
literature.

* Substitute characters in place of the asterisk. writer* Results include any word that begins with the 
text, writer  
(e.g., writer, writers, writer's)

© Cengage Learning

CONSIDER THIS

How can you improve search results?
You may find that many items listed in the search results have little or no bearing on the item you are seeking. You 
can eliminate superfluous items in search results by carefully crafting search text and use search operators to limit 
search results. Other techniques you can use to improve your searches include the following:

Use specific nouns.
Put the most important terms first in the search text.
List all possible spellings, for example, email, e-mail.
Before using a search engine, read its Help information.
If the search is unsuccessful with one search engine, try another.
Practice search techniques by performing the Internet Research: Search Skills exercise in each chapter of this book.

Subject Directories subject directory

Discover More:

Mini-Feature 2-2: Online Social Networks
online social network social networking site
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Online Social Networks
People you know through personal and professional 
circles form your social networks. You share common 
interests, work or spend leisure time together, and know 
many of one another’s friends. Online social networks 
allow you to manage your social networks online.

Your account on an online social network includes 
profile information, such as your name, location, 
photos, and personal and professional interests. You 
might create accounts on several online social networks 
to separate your personal and professional activities. 
Online social networks allow you to view the profiles 
of other users and designate them as your friends or 
contacts. Some sites, such as Facebook and LinkedIn, 
require friends to confirm a friendship, while others, 
such as Twitter and Google+, allow users to follow 

one another without 
confirmation.
 You can expand your 
online social network 
by viewing your friends’ 
friends and then, in turn, 
designating some of them as 
your friends. Friends of your 
friends and their friends form 
your extended contacts.

Extended contacts on 
a personal online social 
network such as Facebook 

can introduce you to others at your college or from your 
hometown, connect you with long-distance friends or 
relatives, or enable you to stay in touch with those who 
have interests similar to yours.

Extended contacts on a professional online social 
 network such as LinkedIn can introduce you to people 
who work at companies where you might be seeking 
employment. You can share employment history and 
skills in your profile, enabling potential employers who 
look at your profile to learn about your specific skills.

Read Secure IT 2-3 for tips about securing your privacy 
when using online social networks.

Personal Uses
Personal uses of online social networks include 

sharing photos and videos, greetings, or status updates. 
A status update 
informs friends 
about what you 
are doing. You 
can like, or show 
appreciation for, 
online content such 
as photos or videos 

on online social networks such as Facebook 
and Google+. When you do, people who see 
the same content will know that you liked 
it, and the person who posted it is notified. 
All of your updates, likes, posts, and events 
appear in the activity stream associated with 
your account. Activity updates from friends 
may appear on a separate page associated 
with your account, often called a news feed.

On many online social networks, updates 
can include hashtags to identify their 
topics. A hashtag is a word(s) preceded by 
a # symbol that describes or categorizes a 
post. Users can search for posts on a topic 
by searching for a hashtag. Some online 
social networks list trending topics based 
on popular hashtags. Many television 
broadcasts, advertisements, and businesses 
post hashtags to encourage viewers and 
customers to share comments on Twitter or Facebook.

When accessing an online social network with a  
GPS-enabled mobile device, the location where you 
check in may be revealed as part of a status update. 
An online social network’s mobile app can share your 
location with friends, find others nearby, and alert you 
to promotional deals from local businesses.

Business Uses

Businesses use online social networks to connect 
with their customers, provide promotional offers, and 
offer targeted advertising. For example, users who 
recommend online content about travel services may 
see travel-related advertising on their online social 
network’s webpage.

Businesses also use data from online social networks 
to better connect with and understand customers. 
They can review comments from customers about their 
experiences using companies’ products or services. 
Monitoring these feeds continuously gives companies 
immediate feedback from customers.

Nonprofit organizations use online social networks 
to promote activities and causes, accept donations, and 
allow volunteers to contact one another online.

Discover More: Visit this book’s chapter’s free 
resources to learn more about specific online social 
network websites and mobile apps.

 Consider This: How can businesses and individuals 
use online social networks to bring people together in 
support of a common goal? What benefits and risks are 
involved when using online social networks?

MINI FEATURE 2-2

© iStockphoto / temizyurek

© iStockphoto / Lentz Photography

© iStockphoto / hocus-focus

Follow button
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Informational and Research

SECURE IT 2-3

Privacy and Security Risks with Online 
Social Networks

Online social networks can be excellent 
places to share messages, photos, and 
videos. They can, however, be risky places to 
divulge personal information. Follow these 
tips to help protect against thieves who are 
following the network traffic and attempting 
to invade private facets of your life.

Register with caution. During the 
registration process, provide only necessary 
information. Do not disclose your birthdate, 
age, place of birth, or the city where you 
currently are living. If an email address is 
required, consider using a new address 
so that the online social network cannot 
access your email address book. Online 
social networks occasionally ask users to 
enter their email address and password to 
determine if their friends also are members 
of the network. In turn, the network 
obtains access to contacts in your address 
book and can send spam (unsolicited email 
messages) to your friends.

Manage your profile. Check for privacy 
settings, usually found on the Settings or 
Options tabs, to set permissions so that you 

can control who can review your  profile 
and photos, determine how people can 
search for you and make comments, and if 
desired, block certain people from viewing 
your page. Be aware that online social 
networks may change privacy settings. 
Periodically check your settings to ensure 
you have the most up-to-date settings.

Choose friends carefully. You may 
receive a friend request that appears to 
be from someone you know. In  reality, 
this message may originate from an 
identity thief who created a fake profile 
in an  attempt to obtain your personal 
 information.  Confirm with the sender that 
the request is legitimate.

Limit friends. While many online social 
networks encourage the practice, do not 
try to gather too many friends in your 
social network. Some experts believe that a 
functional online social network should not 
exceed 150 people. Occasionally review 
what your friends are posting about you.

Divulge only relevant information. 
Write  details about yourself that are relevant 
to the reasons you are participating in 
an online social network. When posting 

 information, be aware that the message may 
be accessible publicly and associated with 
your identity permanently. Do not post any-
thing you would not want to be made public.

Be leery of urgent requests for help. 
Avoid responding to emergency pleas for 
financial assistance from alleged fam-
ily members. In addition, do not reply to 
messages concerning lotteries you did not 
enter and fabulous deals that sound too 
good to be true.

Read the privacy policy. Evaluate the 
website’s privacy policy, which describes 
how it uses your personal information. For 
example, if you watch a video while signed 
in to your account, an external website or 
app may have access to this information 
and post this activity as an entry in both 
your activity stream and your friends’  
news feeds.

 Consider This: Should online social 
networks do a better job of telling their users 
what information is safe or unsafe to share? 
What role should parents play in oversee-
ing their child’s involvement in online social 
networks?

Figure 2-10 You can research health conditions from your symptoms on a medical website, such as WebMD.
Source: WebMD, LLC
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Media Sharing
media sharing site

Bookmarking
bookmarking site

tag

Figure 2-11 YouTube is an example of a video sharing site. You tap or click the thumbnail to view the video.
Source: YouTube, Inc.

thumbnails

Upload button enables you to 
transfer videos from a computer 
or mobile device to website

CONSIDER THIS

Why would you use a media sharing site instead of an online social network?
Although the lines between media sharing sites and online social networks are becoming blurred, some users chose 
a traditional media sharing site if they simply want to post photos, videos, or music to share with others and do not 
require the full functionality of an online social network. Before you allow someone to take your photo or record 
video of you, however, remember that the photo or video may be posted on a media sharing site. These photos or 
videos may be accessible publicly and associated with your identity for a long time. Also, once posted, you may be 
giving up certain rights to the media. Further, do not post photos or videos that are protected by copyright. 

Figure 2-12 Pinterest is an example of a bookmarking site.

BTW
Technology Trend
Discover More: Visit this 
chapter’s free resources 
to learn more about uses 
of bookmarking sites.

Copyright 2017 Cengage Learning. All Rights Reserved. May not be copied, scanned, or duplicated, in whole or in part. Due to electronic rights, some third party content may be suppressed from the eBook and/or eChapter(s).
Editorial review has deemed that any suppressed content does not materially affect the overall learning experience. Cengage Learning reserves the right to remove additional content at any time if subsequent rights restrictions require it.



76 Chapter 2 Connecting and Communicating Online

Discover More:

Tag Digital Content
When you post digital content online, it is a 
good idea to tag the content so that it is easy 
for you and others to locate and organize. 
After you have uploaded digital content to 
a media sharing site,  follow the instructions 
on the website to apply tags to the digital 
 content you uploaded. Consider the following 
suggestions when tagging digital content:

Apply tags to all digital media, such as 
photos, music, and videos.

If you are using multiple tags to  identify 
one file, separate each tag with a separator. 
The website to which you are posting  
will inform you how to separate multiple  
tags (such as a space, comma, or 
 semicolon).

Choose tags that are descriptive of the 
content you are posting. For example, if 
you are posting a photo from a re-
cent family vacation to Hammonasset 
Beach State Park, you might choose 

“Hammonasset” and “vacation” as two 
of your tags for this photo.

After you have tagged the digital content, 
perform a search on the media sharing 
site for your content, using the tags as 
your search criteria, to verify your content 
is displayed as intended.

 Consider This: Why else is it important to 
tag digital content? What tags might you assign 
to your favorite song in your music library?

HOW TO 2-2

CONSIDER THIS

What are the various kinds of social media?
Social media consists of content that users create and share online, such as photos, videos, music, links, blog 
posts, Tweets, wiki entries, podcasts, and status updates. Social media websites facilitate the creation or publishing 
of social media online and include media sharing sites (for photo, video, and audio files), bookmarking sites, blogs 
and microblogs, wikis, podcasts, online social networks, and online gaming sites. 

News, Weather, Sports, and Other Mass Media

Figure 2-13 Forecasts, radar, and other weather conditions are available on the WEATHER 
webpage on USA TODAY’s website.
Source: Gannett

BTW
Technology Innovator
Discover More: Visit this 
chapter’s free resources 
to learn about Arianna 
Huffington (founder of 
The Huffington Post news 
website).
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Educational

Business, Governmental, and Organizational

ETHICS & ISSUES 2-3

Is It Ethical to Use a Fake Name or ID 
on a Website?
You are signing up for an account on an 
online social network, an online dating 
website, or a news website that enables  
you to post comments. Should you use your 
real name?

Many argue that it is harmless to protect 
your anonymity by using a fake name 
but believe that it is not right to create 
a fake profile to mislead others or leave 
malicious comments on a website. The 
latter has become so prevalent that terms 
have emerged to describe this behavior. 
For example, catfishing is when someone 
creates a fake online social network or online 
dating profile and forms relationships with 
unsuspecting users. A troll is a user who 

posts negative, inflammatory comments on a 
blog post or article with the intent of inciting 
other users.

One website creates very thorough, but 
completely fake, personas, which include 
email addresses, Social Security numbers, 
phone numbers, and more. Although law 
enforcement has raised concerns over 
the potential misuses of fake profiles, it 
technically is legal, even though the names 
and personas are not real. Legitimate uses 
for fake name generators include testers of 
large databases, such as ones for hospitals.

Facebook currently requires members 
to use their real names. Twitter’s policy is 
that anyone can create a fake account, 
but it has a verification process to identify 
the official account of a celebrity or public 

figure. Most fake Twitter accounts are 
harmless, and often are flattering. Although 
some argue that creating a fake account 
constitutes identity theft, unless the intent 
is to harm or embarrass the real person, it 
is not unethical or illegal. When a journalist 
created a fake account for a politician and 
posted discriminatory quotes and Tweets in 
the politician’s name, many considered it 
an ethics violation, because journalists are 
supposed to report the truth.

Consider This: Is it ever acceptable to use 
a fake name online? Why or why not? Is it 
unethical to create fake personas for others 
to use? Why or why not? Should websites 
require you to use a real name, or have a 
verification process? Why or why not?

Figure 2-14  
Government agencies, 
such as the IRS 
webpage shown 
here, have websites 
providing assistance and 
information to citizens.
Source: IRS
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CONSIDER THIS

How can you locate Tweets about certain topics?
When searching Twitter, you can use hashtags to find related posts. Similarly, you can tag 
any word(s) in your Tweets by typing it as a hashtag, such as #election. 

Figure 2-16 Wikipedia 
is a popular public wiki.
Source: Wikimedia Foundation

Blogs
blog

blogosphere
microblog

blogger

Wikis and Collaboration

wiki

intranet

Figure 2-15 When you ‘follow’  
@DiscoveringComp on Twitter, you will see 
Tweets such as those shown here posted 
by the Discovering Computers user “Shelly 
Cashman”, in your account’s timeline, along 
with Tweets from others whom you are 
following. As a student in this class, you should 
‘follow’ @DiscoveringComp so that you easily 
can keep current with relevant technology 
changes and events in the computing industry.
Source: Twitter

Tweets present 
current events and 
technology news
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Discover More:

Health and Fitness

Science 

Entertainment

Streaming

Banking and Finance

Internet Research
Have errors been found in 
Wikipedia?

Search for: wikipedia factual 
errors

Figure 2-17 Many banks, such as Busey shown here, 
provide mobile versions of their online banking website 
so that users can manage financial accounts from their 
smartphones.
Source: First Busey Corporation

Copyright 2017 Cengage Learning. All Rights Reserved. May not be copied, scanned, or duplicated, in whole or in part. Due to electronic rights, some third party content may be suppressed from the eBook and/or eChapter(s).
Editorial review has deemed that any suppressed content does not materially affect the overall learning experience. Cengage Learning reserves the right to remove additional content at any time if subsequent rights restrictions require it.



80 Chapter 2 Connecting and Communicating Online

Travel and Tourism

Discover More:

Mapping

Discover More:

SECURE IT 2-4

Protecting Yourself from Identity Theft

The fastest growing crime in the United 
States is identity theft. More than nine 
million people fall victim each year, with the 
unauthorized use of an existing credit card 
accounting for much of the problem. The 
National Crime Victimization Survey reports 
that household identity theft losses amount 
to more than $13 billion each year, and that 
figure does not account for the aggravation 
and time required to repair the accounts. 
Practice these techniques to thwart attempts 
to steal your personal data:

Do not tap or click links in or reply to spam 
for any reason.

Install a personal firewall (software that 
protects network resources from outside 
intrusions).

Clear or disable web cookies (small text 
files that web servers store on a computer) 
in your browser. This action might prevent 
some cookie-based websites from function-
ing, but you will be able to decide which 
cookies to accept or reject.

Turn off file and printer sharing on your 
Internet connection.

Set up a free email account. Use this email 
address for merchant forms.

Sign up for email filtering through your ISP 
or use an anti-spam program.

Shred financial documents before you 
discard them.

Provide only the required information on 
website forms.

Avoid checking your email or performing 
banking activities on public computers. 
These computers are notorious for running 
keyloggers, which record keystrokes in a 
hidden file, and other tracking software. If 
you must use a public computer for critical 
activities, be certain to sign out of any 
password-protected website and to clear 
the browser’s cache.

Request a free copy of your medical records 
each year from the Medical Information 
Bureau.

Obtain your credit report once a year from 
each of the three major credit reporting 
agencies and correct any errors. Enroll in a 
credit monitoring service.

Request, in writing, to be removed from 
mailing lists.

Place your phone number on the National 
Do Not Call Registry.

Avoid shopping club and buyer cards.

Do not write your phone number on charge 
or credit receipts. Ask merchants not to 
write this number or any other personal 
information, especially your Social Security 
number and driver’s license number, on the 
back of your personal checks.

Do not preprint your phone number or 
Social Security number on personal  
checks.

Fill in only the required information on 
rebate, warranty, and registration  
forms.

Learn how to block your phone number 
from displaying on the receiver’s  
system.

If your identity has been stolen, 
immediately change any passwords  
that may have been compromised. If you  
have disclosed your debit or credit card 
numbers, contact your financial institutions. 
You also should visit the Federal Trade 
Commission website or call the FTC  
help line.

 Consider This: Do you know anyone 
who has been a victim of identity theft? What 
steps will you take to protect your identity 
using some of these guidelines?
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Retail and Auctions

e-retail
electronic storefront

shopping cart

Figure 2-19 Shown here is Amazon’s storefront for Professional and Technical Books.
Source: Amazon.com, Inc.

Figure 2-18 Using mapping web apps, such as Google Maps shown here, you can obtain driving directions from 
one destination to another.
Source: Google Inc.

shopping cart
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online auction

CONSIDER THIS

Is it safe to enter financial information online?
As an alternative to entering credit card, bank account, or other financial information online, some shopping and 
auction websites allow consumers to use an online payment service such as PayPal. To use an online payment 
service, you create an account that is linked to your credit card or funds at a financial institution. When you make 
a purchase, you use your online payment service account, which transfers money for you without revealing your 
financial information. 

Careers and Employment

Discover More:

E-Commerce
E-commerce

m-commerce

Business-to-consumer B2C e-commerce

Consumer-to-consumer C2C e-commerce

Business-to-business B2B e-commerce

Portals
portal

Discover More:

BTW
Technology Innovator
Discover More: Visit this 
chapter’s free resources 
to learn about LinkedIn 
(a business-oriented 
online social network).
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Content Aggregation
content aggregation curation website

Discover More:

Figure 2-20 Portals, 
such as MSN, offer 
a variety of Internet 
services from a single 
location.
Courtesy of Microsoft Corporation

Search box

Figure 2-21 A content 
aggregation web app 
that compiles news 
from a variety of online 
sources.
Source: SmallRivers
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Website Creation and Management

web publishing

Table 2-5 Steps in Web Publishing
Step Description

1. Plan the website. Identify the purpose of the website and the characteristics of the people you want to visit the website.

Determine ways to differentiate your website from other similar ones.

Decide how visitors will navigate the website.

Register the desired domain name.

2.  Design the website. Design the appearance and layout of elements on the website.

Decide colors and formats.

Determine content for links, text, graphics, animation, audio, video, virtual reality, and blogs.

You may need specific hardware, such as a digital camera, webcam, video camera, scanner, and/or  
audio recorder.

You also may need software that enables you to create images or edit photos, audio, and video.

3.  Create the website. To create a website, you have several options:

  a.  Use the features of a word processing program that enable you to create basic webpages from 
documents containing text and graphics.

  b.  Use a content management system, which is a tool that assists users with creating, editing, and 
hosting content on a website.

  c.  Use website authoring software to create more sophisticated websites that include text, graphics, 
animation, audio, video, special effects, and links.

 d.  More advanced users create sophisticated websites by using a special type of software, called  
a text editor, to enter codes that instruct the browser how to display the text, images, and links  
on a webpage.

 e.  For advanced features, such as managing users, passwords, chat rooms, and email, you may need  
to purchase specialized website management software.

4. Host the website. Options for transferring the webpages from your computer to a web server include the following:

 a.  A web hosting service provides storage space on a web server for a reasonable monthly fee.

 b.  Many ISPs offer web hosting services to their customers for free or for a monthly fee.

 c.  Online content management systems usually include hosting services for free or for a fee, depending 
on features and amount of storage used.

5.  Maintain the website. Visit the website regularly to ensure its contents are current and all links work properly.

Create surveys on the website to test user satisfaction and solicit feedback.

Run analytics to track visitors to the website and measure statistics about its usage.

responsive web design

Discover More:

BTW
Technology Trend
Discover More: Visit this 
chapter’s free resources 
to learn more about 
responsive web design.
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Digital Media on the Web

multimedia

Graphics
graphic

thumbnail

CONSIDER THIS

Can you assume that content on a website is correct and accurate?
No. Any person, company, or organization can publish a webpage on the Internet. No one oversees the content 
of these webpages.

Use the criteria below to evaluate a website or webpage before relying on its content.

Affiliation: A reputable institution should support the website without bias in the information.

Audience: The website should be written at an appropriate level.

Authority: The website should list the author and the appropriate credentials.

Content: The website should be well organized and the links should work.

Currency: The information on the webpage should be current.

Design: The pages at the website should download quickly, be visually pleasing, and be easy to navigate.

Objectivity: The website should contain little advertising and be free of bias.

NOW YOU SHOULD KNOW

Be sure you understand the material presented in the section titled Types of Websites as it relates to the chapter objectives.
Now you should know … 

How to enter search text and improve your search results (Objective 5)

How you can benefit from online social networks (Objective 6)

When you would use specific types of websites (Objective 7)

How you can publish your own website (Objective 7)

Discover More: Visit this chapter’s premium content for practice quiz opportunities.

thumbnails link to webcams

images of animals 
draw viewers into 
the webpage 

colors separate areas 
of the webpage

shapes draw attention to  
areas of the webpage

Figure 2-22 Many webpages use colorful graphics to convey messages. For example, the variety of 
colors, images, shapes, and thumbnails on the San Diego Zoo webpage visually separate and draw 
attention to areas of the webpage, making the webpage more dynamic and enticing.
Source: Zoological Society of San Diego
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infographic

JPEG

PNG

Figure 2-23 An infographic presents complex concepts  
at a glance.
© Marish / Shutterstock

Table 2-6 Graphics Formats Used on the Web
Abbreviation Name Uses

BMP Bitmap Desktop backgrounds 
Scanned images

GIF Graphics Interchange 
Format

Images with few colors 
Simple diagrams 
Shapes

JPEG Joint Photographic 
Experts Group

Digital camera photos 
Game screenshots 
Movie still shots

PNG Portable Network 
Graphics

Comic-style drawings 
Line art  
Web graphics

TIFF Tagged Image File 
Format

Photos used in printing  
 industry

© Cengage Learning

Animation animation

Audio
Audio

Internet Research
What other formats for 
images and graphics are 
used on the web?

Search for: web image 
formats

CONSIDER THIS

What is a PDF file?
PDF, which stands for Portable Document Format, is an electronic image format by Adobe Systems that mirrors the 
appearance of an original document. Users can view a PDF without needing the software that originally created 
the document. BTW

Compressed Files
Compressed files take 
up less storage space. 
Smaller file sizes result 
in faster downloading of 
webpages because small 
files transmit faster than 
large files.

Internet Research
How do you subscribe to an 
iTunes podcast?

Search for: subscribe itunes 
podcast
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MP3

media player

Discover More:

Video

Video

Discover More:

Virtual Reality Virtual reality

Download Digital Media from Online 
Services
Online services make various forms of digital 
media available, such as books, music, movies, 
and apps. You typically can use a program, such 
as iTunes, or an app, such as the Google Play 
Store, to access digital media. Digital media 
also may be available from these services’ 
websites. The following steps describe how to 
download digital media from online services 
when you know the name or keyword(s) for the 
digital media you want to find.

1. On a computer or mobile device, run  
the program or app from which the  
digital media is available. If a program  
or app is not accessible easily,  
navigate to the online service using  
a browser.

2. Enter the name or keyword(s) in the 
Search box.

3. Tap or click the Search button to perform 
the search.

4. Navigate through the search results and 
then tap or click the search result for the 
item you want to download.

5. Locate and then tap or click the Download 
button or link to download the digital 
media to your computer or mobile device.

The following steps describe how to 
browse for and download digital media.

1. On your computer or mobile device, run 
the program or app from which the digital 
media is available. If a program or app 
is not accessible easily, navigate to the 
online service using a browser.

2. Tap or click the category corresponding 
to the type of digital media you want 
to browse. Common categories include 
music, movies, books, and apps.

3. Browse the items in the category.

4. When you find an item you want to 
download, tap or click the item to display 
additional information.

5. Look for and then tap or click the 
Download button or link to download the 
digital media to your computer or mobile 
device.

 Consider This: In addition to the online 
services listed in this box, what are three 
additional resources from which you can 
download digital media?

HOW TO 2-3

Figure 2-24 Windows Media Player is a popular media player, through 
which you can listen to music and watch video.
Source: Microsoft Corporation

Internet Research
What is a Smart TV?

Search for: smart tv
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Plug-Ins

plug-in

Discover More:

Other Internet Services

Email
Email

email program

email address
user name

Internet Research
What is HTML5?

Search for: html5

Figure 2-25 Users can explore a VR world using a touch screen or 
their input device. For example, users can explore the inside of the 
Gemini 7 space capsule, located at the Smithsonian Air and Space 
Museum in Washington, D.C., from their computer or mobile device.
Source: World VR
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contacts folder

Discover More:

CONSIDER THIS

What are good practices to follow when using email?

1. Keep messages brief.
2. Respond to messages promptly.
3. Use proper grammar, spelling, and punctuation.
4. Never respond to unsolicited messages.
5. Use meaningful subject lines.
6. Read the message before you send it.
7. Use email when you want a permanent record of a communication.

Internet router

Step 3 
Software on the
outgoing mail 
server determines
the best route for 
the data and sends
the message, which 
travels along Internet
routers to the recipient's
incoming mail server.

Step 4
When the recipient uses an email program to check for 
email messages, the message transfers from the incoming
mail server to the recipient's computer or mobile device.

Step 2
Your email program contacts 
software on the outgoing 
mail server.

Step 1 
Using an email program, you 
create and send a message 
on a computer or mobile device.

How an Email Message May Travel from a Sender to a Receiver

incoming mail server

Internet router

Figure 2-26 This figure shows how an email message may travel from a sender to a receiver.
© Oleksiy Mark / Shutterstock.com; © iStockphoto / luismmolina; Courtesy of Juniper Networks; © iStockphoto / hocus-focus; © Cengage Learning; © Cengage Learning
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Email Lists
email list

subscribe

unsubscribe
LISTSERV

Internet Messaging
Internet messaging

Real time

Figure 2-28 With Internet messaging services, you and the person(s) with 
whom you are conversing are online at the same time. The conversation appears 
on all parties’ screens at the same time. Shown here is Facebook messenger.
© iStockphoto / Petar Chernaev; © Cengage Learning; © iStockphoto / Oleksiy Mark; © Cengage Learning

Figure 2-27 When 
you subscribe to a 
mailing list, you and all 
others in the list receive 
messages from the 
website. Shown here 
is a user who receives 
newsletters and alerts 
from FoxNews.com.
Source: FOX News Network, LLC

tap or click to 
subscribe to selected 
mailing lists

email address entered
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Discover More:

Chat Rooms
chat

chat room

Online Discussions
online discussion discussion forum

thread,

Which smartphone 
should I buy?

Which smartphone 
should I buy?

Which smartphone 
should I buy?

Which smartphone 
should I buy?

Which smartphone 
should I buy?

Figure 2-29 As you type, others in the same chat room see what you have typed.
Attribution: © ARENA Creative / Shutterstock.com; © Cengage Learning; © topseller / Shutterstock.com;  
© Alex Staroseltsev / Shutterstock.com; © Oleksiy Mark / Shutterstock.com; © Oleksiy Mark / Shutterstock.com;  
© Tom Wang / Shutterstock.com; © vlad_star / Shutterstock.com; © artjazz / Shutterstock.com

Figure 2-30 Users in an online discussion read and reply to other users’ messages.
Source: Google Inc.

chat server
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VoIP
VoIP

BTW
VoIP Microphone
You also can use a 
headset connected to or 
that communicates with 
your computer or mobile 
device.

FTP
FTP

Uploading

FTP server
anonymous 

FTP

Discover More:

Set Up a Personal VoIP Service and 
Make a Call
VoIP services enable you to make free 
video or voice calls to others around the 
world. In many cases, the person you are 
calling also must use the same VoIP ser-
vice. The following steps describe how to 
set up a VoIP service and make a call.

1. If you do not know the VoIP service you 
want to use, search for a program or app 
that enables you to place and receive 
VoIP calls.

2. If necessary, download the program or 
app for the VoIP service you will use.

3. Most VoIP services require you to have an 
account with their service before you can 
place or receive a call. When you start 
the VoIP program or app, search for the 
button or link to create a new account. 

Follow the steps in the program or app to 
finish creating the account.

4. Once the account has been created, if 
necessary, sign in to the VoIP service with 
your user name and password.

5. Make sure the person you are calling also 
has an account with the same VoIP ser-
vice. You should know at least one person 
using this service to successfully place a 
call. VoIP services typically allow you to 
locate and call someone by entering their 
user name or adding them to your list of 
contacts. If necessary, add the person you 
want to call to your list of contacts.

6. On the list of contacts, select the person 
you want to call and then tap or click the 
appropriate button to place the call.

7. When the other person answers, you can 
start your voice or video call.

8. When you are ready to end the call, tap 
or click the button to end the call.

9. When you are finished using the VoIP 
 service, you should sign out of and exit 
the VoIP program or app.

 Consider This: Survey your friends and 
family to see if they use a VoIP service. If so, 
which service is the most popular among them?

Source: Microsoft

HOW TO 2-4
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Mini Feature 2-3: Digital Communications

Digital Communications
This scenario, which assumes you are a home user with 
a busy family, presents situations and questions regard-
ing technology use during a single day.

7:30 a.m. You notice a leaky pipe under the kitchen 
sink. Your regular plumber recently has retired. On 
your smartphone, you run an app that enables you to 
use search criteria, GPS, and user reviews. You find a 
local plumber who has many positive reviews and tap 
the phone number on the smartphone touch screen 
to place the call. You leave a message explaining the 
problem and asking the plumber to call you back.

 How can you evaluate reviews for authenticity and 
bias? How might an app provider use your location 
information in ways you have not authorized?

8:45 a.m. The plumber calls you back to schedule an 
appointment time. You open your laptop and use the 
electronic calendar web app your entire family uses to 
keep track of appointments. You find a time that works 
for both of you and update the electronic calendar.

 What features enable multiple people, such as a 
family or small business, to use an electronic calendar? 
What issues may occur from using a shared calendar?

10:00 a.m. You have a freelance job blogging for a 
local florist. You are required to post twice weekly to the 
florist’s blog about agreed-upon topics. You use a wiki to 
confirm the symbolic meaning of different types of roses 
so that you can include that in your next blog post. You 
sign in to the blog’s content management system and 
submit your post to the blog.

 What responsibility do bloggers have to post 
accurate, verified information? Should users rely on 
wikis to verify content?

11:00 a.m. While you are driving to 
a doctor’s appointment, you receive 
several text messages on your 
smartphone. You use your Bluetooth 
headset and your smartphone’s 
speech-to-text feature to respond to 

the text messages without taking your eyes off of the road.
 Is it legal in your state to use hands-free devices 

while driving? What, if any, are the consequences of 
noncompliance?

1:00 p.m. Back at home, you flip through today’s mail. 
You received a bill for your monthly mortgage payment. 
Using your laptop, you navigate to your bank’s website 

and schedule a recurring payment for the mortgage to 
ensure you never will be late on a payment.

 What precautions should you take when accessing 
financial information and authorizing payments on the web?

5:30 p.m. Unsure of what to make for dinner, you 
use your tablet to view recipes you bookmarked on 
a bookmarking 
site. You verify 
that you have the 
ingredients on 
hand and follow 
the recipe on 
your tablet as you 
prepare dinner.

 Who owns the 
content posted to social networking or bookmarking 
sites? What risks are involved with using these types 
of websites?

8:30 p.m. While helping your daughter with her math 
homework, you discover a website that includes the 
answers to questions asked in her textbook. You have 
a discussion with your daughter about ethical issues 
surrounding posting and using that type of content.

 Should students receive punishment for using 
answers they find 
on a website?

9:00 p.m. 
You sit down 
to watch your 
favorite vocal 
competition 
reality show, streaming live through your Smart TV. 
The show enables you to send a text message to vote 
for your favorite contestant. You debate between two 
popular singers, then finally send your vote via text 
message.

 How else do TV, movie, and other entertainment 
websites use the Internet to interact with viewers or 
listeners?

10:30 p.m. You use the calendar app on your 
smartphone to confirm your schedule for tomorrow 
and then head to bed.

 How does technology enhance the daily life  
of a home user?

Discover More: Visit this chapter’s free resources 
for additional scenarios for small/home office users, 
mobile users, power users, and enterprise users.

MINI FEATURE 2-3
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Netiquette

Netiquette

Discover More:

Netiquette Guidelines for Online Communications
Golden Rule: Treat others as you would like them to treat you.

Be polite. Avoid offensive language.

Avoid sending or posting flames, which are abusive or insulting messages. Do not participate in flame wars,
which are exchanges of flames.

Be careful when using sarcasm and humor, as it might be misinterpreted.

Do not use all capital letters, which is the equivalent of SHOUTING!

Use emoticons to express emotion. Popular emoticons include:

   :o  Surprised :(  Frown :\  Undecided ;)  Wink:|  Indifference:)  Smile

Clearly identify a spoiler, which is a message that reveals an outcome to a game or ending to a movie or program.

Be forgiving of other’s mistakes.

Read the FAQ (frequently asked questions), if one exists.

 

Use abbreviations and acronyms for phrases:

BTW by the way  IMHO in my humble opinion

FYI for your information  TTFN ta ta for now

FWIW for what it’s worth

TYVM thank you very much

Figure 2-31 Some of 
the rules of netiquette, 
with respect to online 
communications.
© Cengage Learning

ETHICS & ISSUES 2-4

Who Is Responsible for Monitoring 
Cyberbullying? 
Sending or forwarding threatening text 
messages, posting embarrassing or altered 
pictures of someone without his or her per-
mission, or setting up a fake online social 
network page where others make cruel com-
ments and spread rumors about someone all 
are examples of cyberbullying. Cyberbullying 
is harassment using technology, often 
involving teens and preteens. Unlike verbal 
bullying, the perpetrators can hide behind 
the anonymity of the Internet and can reach 
a wide audience quickly. Victims cannot just 
walk away or ignore bullying that comes in 
the form of text messages, email, or online 
social network posts.

Cyberbullying often takes place outside 
of school hours on personal devices or 
computers not owned or monitored by 
a school. Yet the ramifications affect the 
victim at school. Schools struggle to come 
up with policies. Many schools are adopting 
policies that include consequences for any 
form of student-to-student bullying, even 
using nonschool resources, if it contributes 
to a hostile environment for any student or 
group of students. Some schools specify that 
students who retaliate against anyone who 
reports instances of bullying or cyberbullying 
will receive punishment.

Anti-bullying laws vary from state to state 
and often do not include specific language 
about cyberbullying. One argument against 

criminalizing cyberbullying is the protection 
of free speech. Awareness campaigns, 
school policies, and parent monitoring of 
technology use are some ways to attempt 
to prevent cyberbullying. These methods 
are not always effective. The impact on 
the victim can lead to poor grades, health 
issues, mental health concerns, and even 
suicide.

Consider This: Should schools be 
 responsible for punishing students who 
cyberbully other students outside of school? 
Why or why not? What role can parents 
play in reducing cyberbullying? What are 
the positive and negative aspects of the 
freedom to be anonymous on the Internet?
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 Chapter Summary

Discover More:

NOW YOU SHOULD KNOW

Be sure you understand the material presented in the sections titled Digital Media on the Web, Other Internet 
Services, and Netiquette as it relates to the chapter objectives.
Now you should know … 

Why you use media on the web (Objective 8)

How you can benefit from using email, email lists, Internet messaging, chat rooms, discussion forums, VoIP, and 
FTP (Objective 9)

What rules you should follow in online communications (Objective 10)

Discover More: Visit this chapter’s premium content for practice quiz opportunities.

Transportation
What is transportation like without  computers 
and mobile devices? Delivery drivers use 
clipboards to hold their records. Human navi-
gators use paper maps to track routes for 
pilots. Ship captains rely solely on experience 
to navigate through shallow waters. Today, 
the transportation industry relies heavily on 
computer and mobile device usage.

Many vehicles include onboard navigation 
systems to help you navigate from one 
location to another. Some of these systems 
provide other services, such as dispatching 
roadside assistance, unlocking the driver’s 
side door if you lock the keys in your vehicle, 
and tracking the vehicle if it is stolen.

The shipping and travel industries identify 
items during transport using bar codes, which 
are identification codes that consist of lines and 
spaces of different lengths. When you ship a 
package, the shipping company, such as UPS 
or FedEx, places a bar code on the package to 
indicate its destination to a computer. Because 
a package might travel to its destination by 
way of several trucks, trains, and airplanes, 

computers automatically route the package as 
efficiently as possible. You are able to visit a 
website or sign up for text message notifications 
to track a package’s progress during shipment.

When you travel by airplane, baggage 
handling systems ensure that your luggage 
reaches its destination on time. When you 
check in your baggage at the airport, a bar 
code identifies the airplane on which the 
bags should be placed. If you change planes, 
automated baggage handling systems route 
your bags to connecting flights with very 
little, if any, human intervention. When the 
bags reach their destination, they are routed 
automatically to the baggage carousel in the 
airport’s terminal building.

Pilots of high-technology commercial, 
military, and space aircraft today work in a 
glass cockpit, which features computerized 
instrumentation, navigation, communications, 
weather reports, and an autopilot. The 
electronic flight information shown on high-
resolution displays is designed to reduce pilot 
workload, decrease fatigue, and enable pilots 
to concentrate on flying safely.

Boats and ships also are equipped with 
computers that include detailed electronic 
maps, which help the captain navigate, as 
well as calculate the water depth and provide 
a layout of the underwater surface so that the 
captain can avoid obstructions.

As you travel the roadways, airways, and 
waterways, bear in mind that computers often 
are responsible for helping you to reach your 
destination as quickly and safely as possible.

 Consider This: In what other ways do 
computers and technology play a role in the 
transportation industry?
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1. Explain how ARPANET contributed to the growth of the Internet.

2. Describe the role of a host on a network.

3. Identify the role of the W3C.

4. Define the terms, dongle and broadband. List popular wired 
and wireless broadband Internet services.

5. State the purpose of a hot spot, and list tips for using hot 
spots safely.

6. ISP stands for ______.

7. Briefly describe how data and information travel the Internet.

8. Describe the purpose and composition of an IP address. 
Differentiate between IPv4 and IPv6.

9. Define the term, domain name. List general steps to register 
for a domain name.

10. Identify the purpose of several generic TLDs. Identify ICANN’s 
role with TLDs.

11. Describe how and why cybersquatters register domain names.

12. State the purpose of a DNS server.

13. Differentiate between static and dynamic webpages.

14. Distinguish among the web, a webpage, a website, and  
a web server.

15. Explain the purpose of a browser. Describe the function of 
tabbed browsing.

16. List ways you can browse safely.

17. Name examples of popular browsers for personal computers 
and mobile devices.

18. Define the term, web address. Name a synonym.

19. Name and give examples of the components of a web address.

20. Describe the purpose of a web feed.

21. Explain the relationship between web and mobile apps.

22. Describe the purpose of GPS receivers, and why manufacturers 
embed them in smartphones.

23. Explain the risks and concerns involved in letting apps track 
your location. List any benefits.

24. Describe how to use a search engine. What are some ways 
you can refine a search?

25. Besides webpages, identify other items a search engine can find.

26. Differentiate between a search engine and a subject directory.

27. Explain how to use an online social network for personal or 
business use.

28. List ways to use online social networks securely.

29. Describe the purpose of these types of websites: informational 
and research; media sharing; bookmarking; news, weather, 
sports, and other mass media; educational; business, 
governmental, and organizational; blogs; wikis and 
collaboration; health and fitness; science; entertainment; 
banking and finance; travel and tourism; mapping; retail and 
auctions; careers and employment; e-commerce; portals; 
content aggregation; and website creation and management.

30. Is it ethical to use a fake name online? Why or why not? List 
techniques to protect yourself from identity theft.

31. Describe the uses of tags. List steps to tag digital content.

32. Define the term, e-commerce. Differentiate among B2C, C2C, 
and B2B e-commerce.

33. List uses and benefits of content aggregation websites   
and apps.

34. Identify and briefly describe the steps in web publishing.

35. The ______ web design approach adapts the layout of the 
website to fit the screen on which it is displayed.

36. List the seven criteria for evaluating a website’s content.

37. ______ refers to any application that combines text with 
media.

38. Explain how webpages use graphics, animation, audio, video, 
virtual reality, and plug-ins.

39. Define the terms, thumbnail and infographic.

40. Name the types of graphics formats used on the web and 
how they use compression.

41. List general steps to download digital media.

42. Describe the purpose of these Internet services and explain 
how each works: email, email lists, messaging, chat rooms, 
online discussions, VoIP, and FTP.

43. Describe the components of an email address.

44. ______ refers to Internet communications in which both 
parties communicate at the same time.

45. List steps to set up a personal VoIP service and make a call.

46. Describe how a home user interacts with digital communications.

47. Define the term, netiquette.

48. Describe cyberbullying, and explain why it is difficult to catch 
the perpetrators.

49. Describe how the transportation industry uses technology.

Instructions: Answer the questions below using the format that helps you remember best or that is required by your instructor. Possible formats 
may include one or more of these options: write the answers; create a document that contains the answers; record answers as audio or video using 
a webcam, smartphone, or portable media player; post answers on a blog, wiki, or website; or highlight answers in the book/e-book.

The Study Guide exercise reinforces material you should know for the chapter exam.

Discover More: Visit this chapter’s premium content to test your knowledge of digital content  associated with 
this chapter and access the Study Guide resource from your smartphone, tablet, laptop, or desktop.

Study Guide
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Primary Terms (shown in bold-black characters in the chapter)

blog (78)
blogger (78)
browser (65)
chat (91)
chat room (91)
Chrome (67)
content  

aggregation (83)
domain name (63)
e-commerce (82)
Edge (67)
email (88)
email list (90)
email program (88)
emoticons (94)
favorites (67)

Firefox (67)
FTP (92)
GB (61)
GPS (70)
GPS receiver (70)
graphic (85)
home page (66)
hot spot (59)
Internet (56)
Internet Explorer (67)
Internet messaging (90)
Internet service provider 

(ISP) (61)
IP address (62)
MB (61)
mobile service provider (61)

netiquette (94)
online auction (82)
online discussion (91)
online social network (72)
Opera (67)
PDF (86)
pop-up blocker (66)
pop-under blocker (66)
portal (82)
responsive web design (84)
Safari (67)
search engine (71)
social media (76)
streaming (79)
tabbed browsing (66)
tag (75)

traffic (62)
user name (88)
virtual reality (87)
VoIP (92)
web (65)
web address (68)
web publishing (84)
web server (65)
webpage (65)
website (65)
wiki (78)
World Wide Web  

(WWW) (65)

Secondary Terms (shown in italic characters in the chapter)

analog (60)

animation (86)

anonymous FTP (92)

Anticybersquatting Consumer 

Protection Act (64)

ARPANET (56)

audio (86)

bandwidth (61)

blogosphere (78)

bookmarks (67)

bookmarking site (75)

broadband (58)

business-to-business (B2B) 

e-commerce (82)

business-to-consumer (B2C) 

e-commerce (82)

cable Internet service (59)

cache (66)

catfishing (77)

ccTLD (63)

cloud storage (69)

consumer-to-consumer (C2C) 

e-commerce (82)

contacts folder (89)

content management system (84)

curation website (83)

cyberbullying (94)

discussion forum (91)

DNS server (64)

domain name system (DNS) (64)

dongle (58)

DSL (59)

dynamic webpage (65)

electronic storefront (81)

e-retail (81)

email address (88)

extended contacts (73)

FAQ (94)

Fiber to the Premises (FTTP) (59)

fixed wireless (59)

flames (94)

flame wars (94)

friends (73)

FTP server (92)

gigabyte (61)

hashtag (73)

hits (71)

host (56)

http (69)

ICANN (63)

infographic (86)

Internet backbone (62)

intranet (78)

JPEG (86)

keyloggers (80)

like (73)

LISTSERV (90)

location sharing (66)

m-commerce (82)

media player (87)

media sharing site (75)

megabyte (61)

microblog (78)

mobile app (69)

mobile broadband (59)

mobile browser (65)

MP3 (87)

multimedia (85)

news feed (73)

phishing (66)

phishing filter (66)

plug-in (88)

PNG (86)

pop-up ad (66)

pop-under ad (66)

private browsing (66)

proxy server (66)

real time (90)

registrar (63)

satellite Internet service (59)

search text (71)

shopping cart (81)

social networking site (72)

spoiler (94)

static webpage (65)

status update (73)

subscribe (90)

subject directory (72)

tethering (60)

thread (91)

thumbnail (85)

top-level domain (TLD) (63)

troll (77)

unsubscribe (90)

uploading (93)

URL (68)

video (87)

W3C (58)

Web 2.0 (65)

web app (69)

web feed (69)

web hosting service (64)

Wi-Fi (59)

wireless modem (58)

Key TermsYou should be able to define the Primary Terms and be familiar with the Secondary Terms listed below.

Discover More: Visit this chapter’s premium content to view definitions for each term and to access the Flash 
Cards resource from your smartphone, tablet, laptop, or desktop.

wiki (78)
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98 Chapter 2 Connecting and Communicating Online

The Checkpoint exercises test your knowledge of the chapter concepts. The page number containing  
the answer appears in parentheses after each exercise. The Consider This exercises challenge your 
 understanding of chapter concepts.

Discover More: Visit this chapter’s premium content to complete the Checkpoint exercises  interactively; 
 complete the self-assessment in the Test Prep resource from your smartphone, tablet,  laptop, or desktop; and 
then take the Practice Test.

Checkpoint

True/False Mark T for True and F for False.

Multiple Choice Select the best answer.
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Matching Match the terms with their definitions.

Checkpoint

 Consider This Answer the following questions in the format specified by your instructor.
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100 Chapter 2 Connecting and Communicating Online

The Problem Solving exercises extend your knowledge of chapter concepts by seeking 
 solutions to practical problems with technology that you may encounter at home, school, work, 
or with nonprofit organizations. The Collaboration exercise should be completed with a team.

 Problem Solving

Instructions: You often can solve problems with technology in multiple ways. Determine a solution to the problems in these exercises by using 
one or more resources available to you (such as a computer or mobile device, articles on the web or in print, blogs, podcasts, videos, television, user 
guides, other individuals, electronics or computer stores, etc.). Describe your solution, along with the resource(s) used, in the format requested by 
your instructor (brief report, presentation, discussion, blog post, video, or other means).

Personal
1. Cyberbullying Message

2. Unsolicited Friend Requests

3. Unexpected Search Engine

enter

4. Images Do Not Appear

5. Social Media Password

Professional
6. Suspicious Website Visits

7. Automatic Response

8. Email Message Formatting

9. Mobile Hot Spot Not Found 

10. Sporadic Email Message Delivery

Collaboration
11. Technology in Transportation

Source: Twitter
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 The Internet, Websites, and Media Chapter 2 101

How To: Your Turn 

1 Determine Your IP (Internet Protocol) 
Address

 or 

Exercises

2 Participate in an Online Auction

WARNING: Do not purchase or bid on an item 
if you do not intend to purchase it. If you win the 
auction, you legally may be obligated to provide 
payment for the item. 

Remember: If you bid on and win an item, you 
are obligated to provide payment.

The How To: Your Turn exercises present general guidelines for fundamental skills 
when using a computer or mobile device and then require that you determine how to 
apply these general guidelines to a specific program or situation.

Discover More: Visit this chapter’s premium content to challenge yourself with this 
 additional How To: Your Turn exercises, which include App Adventure.

Instructions: You often can complete tasks using technology in multiple ways. Figure out how to perform the tasks described in these exercises 
by using one or more resources available to you (such as a computer or mobile device, articles on the web or in print, online or program help, user 
guides, blogs, podcasts, videos, other individuals, trial and error, etc.). Summarize your ‘how to’ steps, along with the resource(s) used, in the format 
requested by your instructor (brief report, presentation, discussion, blog post, video, or other means).

Source: Microsoft Corporation

IP address
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102 Chapter 2 Connecting and Communicating Online

Exercises

3 View and Manage Data Usage

Exercises

4 Search for a Job Online

 How To: Your Turn

So
ur

ce
: e

Ba
y
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e 
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c.
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How To: Your Turn 

Exercises

5 Send Email Messages Using Various Email 
Programs and Web Apps

Exercises

Internet router

Step 3 
Software on the
outgoing mail 
server determines
the best route for 
the data and sends
the message, which 
travels along Internet
routers to the recipient's
incoming mail server.

Step 4
When the recipient uses an email program to check for 
email messages, the message transfers from the incoming
mail server to the recipient's computer or mobile device.

Step 2
Your email program contacts 
software on the outgoing 
mail server.

Step 1 
Using an email program, you 
create and send a message 
on a computer or mobile device.

How an Email Message May Travel from a Sender to a Receiver

incoming mail server

Internet router

© Oleksiy Mark / Shutterstock.com; © iStockphoto / luismmolina; Courtesy of Juniper Networks; © iStockphoto / 
hocus-focus; © Cengage Learning; © Cengage Learning

Copyright 2017 Cengage Learning. All Rights Reserved. May not be copied, scanned, or duplicated, in whole or in part. Due to electronic rights, some third party content may be suppressed from the eBook and/or eChapter(s).
Editorial review has deemed that any suppressed content does not materially affect the overall learning experience. Cengage Learning reserves the right to remove additional content at any time if subsequent rights restrictions require it.



S
T
U

D
E

N
T
  

A
S

S
IG

N
M

E
N

T
S

104 Chapter 2 Connecting and Communicating Online

S
T
U

D
E

N
T
  

A
S

S
IG

N
M

E
N

T
S

104 Chapter 2 Connecting and Communicating Online

 Internet Research The Internet Research exercises broaden your understanding of chapter concepts by 
requiring that you search for information on the web.

Discover More: Visit this chapter’s premium content to challenge yourself with additional 
Internet Research exercises, which include Search Sleuth, Green Computing, Ethics in Action, 
You Review It, and Exploring Technology Careers.

Instructions: Use a search engine or another search tool to locate the information requested or answers to questions presented in the exercises. 
Describe your findings, along with the search term(s) you used and your web source(s), in the format requested by your instructor (brief report, 
presentation, discussion, blog post, video, or other means).

1 Making Use of the Web 
Online Social Networks and Media Sharing 

Research This:

2 Social Media 

Research This: 

3   Search Skills  
Understand Search Results 

Source: Facebook

Copyright 2017 Cengage Learning. All Rights Reserved. May not be copied, scanned, or duplicated, in whole or in part. Due to electronic rights, some third party content may be suppressed from the eBook and/or eChapter(s).
Editorial review has deemed that any suppressed content does not materially affect the overall learning experience. Cengage Learning reserves the right to remove additional content at any time if subsequent rights restrictions require it.



S
T
U

D
E

N
T
  

A
S

S
IG

N
M

E
N

T
S

 The Internet, Websites, and Media Chapter 2 105

S
T
U

D
E

N
T
  

A
S

S
IG

N
M

E
N

T
S

The Internet, Websites, and Media Chapter 2 105

Research This: 

4 Security 

Research This:

5 Cloud Services  
Collaboration and Productivity (SaaS) 

Research This: 

Internet Research 

Source: Google.

map

ad content

image results
from wikipedia
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 Critical Thinking

Instructions: Evaluate the situations below, using personal experiences and one or more resources available to you (such as articles on the web or in 
print, blogs, podcasts, videos, television, user guides, other individuals, electronics or computer stores, etc.). Perform the tasks requested in each  exercise 
and share your deliverables in the format requested by your instructor (brief report, presentation, discussion, blog post, video, or other means).

The Critical Thinking exercises challenge your assessment and decision-making 
skills by presenting real-world situations associated with chapter concepts. The 
Collaboration exercise should be completed with a team.

1. Mobile Browser Comparison

Do This:

2. Acceptable Use Policy

Do This:

3. Case Study 
Amateur Sports League

Do This:

Collaboration 
4. Website Evaluation

Do This:

Source: Google, Inc.
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